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ABSTRACT

* This paper considers a secure @Egonal
multiple access system, where ¢ et messages
are transmitted from a tioh to multiple

legitimate destinationsg irctapped by multiple

illegitimate receivers.
e It 1s assurr&i% all the channels experience

Nakag ng model and all the nodes are
equap@ed With multiple antennas, respectively.

on-colluding and colluding eavesdroppers are
pectively considered.



EXISTING SYSTEM

* In NOMA systems, superposition codj Qléd at

source nodes and successive 1nte cellation

technology 1s adopted at de t e signals for
channel gains are
transmission  poOwer,

different users W1th
n1cat10ns between the base station

allocated  with
respectively.



PROPOSED SYSTEM

* Max-min transmit antenna selecti @
adopted to improve the secrec ce of the
n'user paring are

target system, in which bot
expressmns for the

considered 31multane
on functlon of the signal-to-

ratio at the legitimate user are

* In particular,
cumulative g
interferen
dery @w

wn we obtain the exact and asymptotic analytical

Its in a closed form for the secrecy outage

probability of MM TAS scheme
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