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Abstract

» Data and services in a Cloud Computing are not limited to a singl @ation’s
perimeter and span multiple trusted or untrusted domains.

» In addition, data security and privacy are the most chal riers to
generalized cloud adoption. In this paper, we prop architectures (inter-cloud
Broker and Federation) enabling best cloud r lgse ection based on optimal
cost, Quality of Service (QoS) and secur'ty% antee for Network as a Service
(NaaS) and Infrastructure as a Ser\ﬁics ) Services in a Cloud Computing

environment.

» We simulate our propose
and the impact of secu
and that the Broker

f‘ame to evaluate the best cloud resources selection
0S guarantee. The obtained results show this impact
cture is the most economical while ensuring QoS and

security requirement




EXxisting system

» Many organizations, especially small and medium-sized enterp sesA%VlEs), are
adopting this technology to achieve high performanc lability for their
applications while maintaining a rapid access to vices with lower Capital
Expenditure.

» In addition, a Cloud Service Use hat can be an end-user, a Software as a

Service (SaaS) provider, or as a Service (PaaS) provider, requires for its
of Service (QoS) assurance

services an end-to- e




Disadvantages

» This renders the service selection process prone to adopting non—‘p&iprovider

paths for delivering the composite service, which in m does not comply

with the required performance and pricing specifi%@
e

» This is an important challenge that will@e and more obliging with the

widespread adoption of cloud co which necessitates the presence of an

autonomic service selectiorcjb




Proposed system

b we propose two architectures (inter-cloud Broker and Federat] n%ling best
cloud resources selection based on optimal cost, Qualit§ 0 rvice (QoS) and
security guarantee for Network as a Service (Naa%frastructure as a Service
(1aaS) services in a Cloud Computing envin‘v

» We simulate our proposed framew. aluate the best cloud resources selection
and the impact of securi& arantee. The obtained results show this impact

and that the Broke‘s& re is the most economical while ensuring QoS and
security requirements:




Advantages

» security assurance could have a great impact on the QoS guarant‘e. A%It storing
and retrieving security information as well as the encryptiaR aRg ecryption of data

lead to an increase in network traffic, additional g consumption and more

delay and latency.

» relation between QoS and securig@%} need to be carefully managed in a
global framework and not s@%
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Hardware Requirements

» Processor ‘Intel Pentium 1V 1GHz

» RAM :256MB (Min) Q)
» Hard Drive :5GB free space Q

» Monitor :1024 * 768, rinch

» Mouse :Scrol N@%gltech)

» Keyboard b

g\

.

S



Software requirements

0S : Windows XP/7/8 &

Front End : Visual Studio 2010/ nﬂ

Back End ; SQL Server |sql 3.2
Browser : wser
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conclusion

>

selection based on optimal cost and QoS as well as securi tee for NaaS and

In this paper, we presented two architectures for the bés‘ c&oresources

laaS services in conformance with an SLAin a clg§®3utmg environment.

In addition, we focused on the impact o assurance on QoS guarantee.
Finally, we have evaluated our pr amework for a cloud videoconferencing

application.

We have obtained @uits by enabling good performances for this application.

In particular, we have observed that the Broker architecture is the most economical

while ensuring QoS and security requirements, in addition to the security impact on

QoS guarantee.
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