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ABSTRACT 

 Fog computing is a recent research trend to bring cloud computing services to 

network edges. EDCs are deployed to decrease the latency and network 

congestion by processing data streams and user requests in near real time. EDC 

deployment is distributed in nature and positioned between cloud data centers 

and data sources. Load balancing is the process of redistributing the work load 

among EDCs to improve both resource utilization and job response time. Load 

balancing also avoids a situation where some EDCs are heavily loaded while 

others are in idle state or doing little data processing. In such scenarios, load 

balancing between the EDCs plays a vital role for user response and real-time 

event detection. As the EDCs are deployed in an unattended environment, 

secure authentication of EDCs is an important issue to address before 

performing load balancing. 



CONTINUE 

 This article proposes a novel load balancing technique to 

authenticate the EDCs and fnd less loaded EDCs for task 

allocation. The proposed load balancing technique is more 

efficient than other existing approaches in finding less loaded 

EDCs for task allocation. The proposed approach not only 

improves efficiency of load balancing; it also strengthens the 

security by authenticating the destination EDCs.  

 g 



EXISTING SYSTEM 

 Fog computing exhibits some of the overlapping features of cloud 

with additional attributes such as location awareness and edge data 

center (EDC) deployment. A large number of EDCs are 

geographically distributed to offer mobile, low-latency data 

transparency over real-time requests and responses . 

  Cloud computing is popular for scalable computation and processing 

of large amounts of data (referred to as big data). This is also popular 

for storage and provisioning of resources according to user 

requirements. 

 



PROPOSED SYSTEM 

 This Paper proposes a novel load balancing technique to authenticate the 

EDCs and fnd less loaded EDCs for task allocation. The proposed load 

balancing technique is more efficient than other existing approaches in 

finding less loaded EDCs for task allocation. The proposed approach not 

only improves efficiency of load balancing; it also strengthens the security 

by authenticating the destination EDCs.  

 The proposed approach presents an adaptive EDC authentication technique 

with the help of a centralized cloud data center. This authentication is 

initiated by the cloud and then all EDCs authenticate each other by 

following cloud credentials. 

 



CONTINUE 

  The proposed approach brings a sustainable and dynamic load 

balancing technique by considering the load of the destination EDCs. 

This load information is shared during the authentication process, so 

individual EDCs do not need additional communication to get the 

load information from others. 

 Finally, the proposed approach combines both the authentication and 

load balancing techniques to apply in the EDCs. The proposed 

approach also evaluates the performance by validating the efficiency 

and scalability.  

 



HARDWARE REQUIREMENTS 

 Processor    -    Pentium –III  

 Speed        -    1.1 Ghz  

 RAM        -    256  MB(min)  

 Hard Disk   -   20 GB  

 Floppy Drive     -    1.44 MB  

 Key Board  -    Standard Windows Keyboard  

 Mouse    -    Two or Three Button Mouse  

 Monitor     -    SVGA  

 

 



SOFTWARE REQUIREMENTS 

 Operating System       :   Windows 8 

 Front End                   :    Java /DOTNET 

 Database                    :   Mysql/HEIDISQL  

 

 

 

 

 

 



CONCLUSION 

 This article proposes a novel secured and sustainable load balancing 

solution for EDCs in fog computing environment. The proposed load 

balancing technique is basically divided into two major parts, where the first 

part focuses on secure authentication of the EDCs in the region by using 

cloud initiated credentials, followed by a sustainable load balancing 

architecture by getting load information of the destination EDCs. The 

proposed solution has been evaluated in two different ways, using both 

theoretical analysis and experimental evaluation. From the performance 

evaluation and comparison results, we conclude that the proposed solution 

is secure and sustainable by getting destination EDC’s load during the 

authentication process. As EDCs are deployed in an open and hostile 

environment, we propose a security solution to protect against outsider 

attacks by authenticating the destination EDCs and avoiding malicious ones.  
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