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ABSTRACT

>

Identifying trustworthy information in the presence of noisy d @ibuted by
numerous unvetted sources from online social media (e.g., T@Q cebook, and
|

Instagram) has been a crucial task in the era of big data sk, referred to as
truth discovery, targets at identifying the relighi he sources and the
truthfulness of claims they make without knowi itAer a priori. In this work, we
identified three important challenges that‘ ot been well addressed in the
current truth discovery literature.

The first one is “misinformation,spxcad™ where a significant number of sources are
contributing to false claimg; %g the identification of truthful claims difficult.
For example, on Twittgr, s, scams, and influence bots are common examples
of sources colld either intentionally or unintentionally, to spread
misinformation and abscure the truth




Contd..

b The second challenge is “data sparsity” or the “long-tail phen here a
majority of sources only contribute a small number of claims iding insufficient
evidence to determine those sources’ trustworthiness. For , in the Twitter

datasets that we collected during real-world even @ h 90% of sources only
contributed to a single claim. §
a

»  Third, many current solutions are no ;ca rge-scale social sensing events

discovery algorithms. In this paper,
iscovery (SRTD) scheme to address the

because of the centralized nature o
we develop a Scalable and Rob
above three challenges.

3 In particular, the S &C@me jointly quantifies both the reliability of sources
and the credibility @MS using a principled approach. We further develop a
distributed framework to implement the proposed truth discovery scheme using
Work Queue in an HTCondor system. The evaluation results on three real-world
datasets show that the SRTD scheme significantly outperforms the state-of-the-art
truth discovery methods in terms of both effectiveness and efficiency.




EXISTING SYSTEM
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DISADVANTAGES

> the widely spread false information appears much more pro@%than the
truthful information, making truth discovery a challengln

» Our evaluation results on three real-world ev nstrate that current truth
discovery solutions perform poorly |n id ﬁruth when misinformation is

widely spread.

» Second, many current trut is%ry algorithms depend heavily on the accurate
estimation of the W of sources, which often requires a reasonably dense

dataset




PROPOSED SYSTEM

» we develop a Scalable and Robust Truth Discovery (SRTD) schér@&?ess the

above three challenges. In particular, the SRTD scheme jqiﬂ ntifies both the

reliability of sources and the
» credibility of claims using a principled appr& . We further develop a distributed
framework to implement the prop@ discovery scheme using Work Queue
0

in an HTCondor system. T
that the SRTD schemefSi

\Y; n results on three real-world datasets show

antly outperforms the state-of-the-art truth discovery

methods in terms of

h effectiveness and efficiency.




ADVANTAGES

» provides a new sensing paradigm in the big data era where people@&iquitous,

inexpensive, and versatile sensors to spontaneously repor ervations (often
called claims) about the physical world. This paraﬁ@notivated by the
increasing popularity of portable data coIIe ces (e.g., smartphones) and the

massive data dissemination opport d by online social media.

» social media sensing includ situation awareness services in disaster or
nt transportation system applications using location-

emergency respon %
based social networkdservices [35], and urban sensing applications using common

citizens .




HARDWARE REQUIREMENTS

Processor ‘Intel Pentium IV 1GHz

» RAM :256MB (Min) (‘

» Hard Drive :5GB free space QO
» Monitor :1024 * 768, rinch

» Mouse :Scrol N@%ogltech)

» Keyboard & b
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SOFTWARE REQUIREMENTS

» 0S : Windows XP/7/8 CQ
Front End : Visual Studio ZW&S 7.1
Back End ; SQL Ser @ eidisql 3.2
Browser : é%vﬁwser
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CONCLUSION

In this paper, we proposed a Scalable Robust Truth Dm (SRTD)
framework to address the data veracity challenge in big dat edia sensing
applications. In our solution, we explicitly considered thesraﬁ? reliability, report
credibility, and a source’s historical behavio ectively address the

misinformation spread and data sparsity chaII ruth discovery problem.

We also designed and implemented a dis r| amework using Work Queue and
the HT Condor system to address % ility challenge of the problem. We
evaluated the SRTD scheme e real-world data traces collected from

Twitter. The empirical e ul showed our solution achieved significant
performance gains on & h discovery accuracy and computational efficiency
compared to otheri& e-art baselines.

The results of this paper are important because they provide a scalable and robust

approach to solve the truth discovery problem in big data social media sensing
applications where data is noisy, unvetted, and sparse.
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