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ABSTRACT

The computer technology has developed rapidly. Cloud co
has gradually matured through so many people’s (e%m
riving from cloud

Then there are some cloud-based techn

computing. $

we propose a thr orage framework based on fog
computing. framework can both take full advantage of
cloud sto nd protect the privacy of data.

Besides, Hash-Solomon code algorithm is designed to divide data

Into different parts.



CONTINUE

Then, we can put a small part of data in local machine and f“ver

In order to protect the privacy.

Moreover, based on computational intelh @rgngaﬁ‘gorithm can

compute the distribution propor@ in cloud, fog, and local

machlnergig’B$$



EXISTING SYSTEM

Recent years witness the development of cloud c

technology. With the explosive growth of unstr cloud

storage technology gets more attention velopment.

However, in current stora he& ser’s data is totally stored in

cloud servers. In H s users lose their right of control on data

and face@ leakage risk.

Traditional privacy protection schemes are usually based on
encryption technology, but these kinds of methods cannot effectively

resist attack from the inside of cloud server.



PROPOSED SYSTEM

we propose a three-layer storage framework based Wog

computing. Q)‘
The proposed framework can both ta@@gantage of cloud

storage and protect the privacy OF@
Besides, Hash-SoIoW%gorithm Is designed to divide data

Into difWQ/ en, we can put a small part of data in local
d

machine fog server In order to protect the privacy.

Moreover, based on computational intelligence, this algorithm can
compute the distribution proportion stored in cloud, fog, and local

machine, respectively.



CONTINUE

o The introduction of fog computing can relief the cloud comp “

layer, improving the work efficiency. (‘Q‘C




HARDWARE REQUIREMENTS

Speed - 1.1Ghz Q)Ca

RAM 256 Q‘D(‘
Hard Disk ‘CP’?@’

Processor - Pentium =111

Floppy 1.44 MB
Key B% - Standard Windows Keyboard
Mouse - Two or Three Button Mouse

Monitor - SVGA



SOFTWARE REQUIREMENTS

o Operating System . Windows 8

o Front End - Java /IDOTNE ?)C’

W@QL

A

o Database

W




CONCLUSION

The development of cloud computing brings us a lot of benefits.
exﬁ

les of secure

Cloud storage is a convenient technology which helps u
storage capacity. However, cloud storage also (eg

problems. $
When using cloud storage \a tually control the physical storage
of their data and i s separatlon of ownership and management

of data.

In order tgsolve the problem of privacy protection in cloud storage, we
propose a TLS framework based on fog computing model and design a
Hash-Solomon algorithm. Through the theoretical safety analysis, the

scheme is proved to be feasible.



CONTINUE

By allocating the ratio of data blocks stored |n @&ers

reasonably, we can ensure the prlvac server. On
matrlx IS

another hand, cracking the Impossible

theoreti:y.\ \C/P»$$
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